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METHODOLOGY FOR REDUCING THE RISKS OF CYBERSECURITY
BREACHES AND PROTECTING INFORMATION FROM CYBER ATTACKS
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The scientific article examines the problems associated with the risks of cybersecurity violations and information
protection from cyber attacks. Given the dramatically increased amounts of information transmitted over networks,
the number of cyber attacks is simultaneously increasing, with the aim of stealing various kinds of secret and
confidential information. At the same time, the role of specialists involved in the development and implementation
of information system security technologies has increased.

The article analyzes vulnerabilities in corporate systems and suggests methods for improving encryption protocols
for users' personal data. Special attention is paid to the technologies for implementing protection mechanisms at
the software development stage.
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KUBEPKAYIIICI3AIKTIH BY3BLITY KAVIIIH ABAUTY KOHE AKITAPATTHI
KUBEPIIABYBIJITAH KOPYAY 9 IICTEMECI
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Isipoaitkan Pecyonumkacek Kapynst Kymrepi 9ckepu, baky, 93ipbaiixka,

e-mail: rasimvekilov757 @gmail.com

Fouteivmu Makanana KubGepkayirnci3aiktid 6y3bUly KayIiHe jKoHe aKkapaTThl KuOepiadybuliaH KOpFayFa Karbl-
CTBI Maceeep KapacTbipbliaasl. JKestijiep apKbuibl OepisieTiH aknapaTThiH KYPT 6CKeH KOJIEMiH ecKepe OThIPHIII,
SpTYPJI KYIMs JKoHE KYIWs aKIapaTThl ypiiay MakcarbiHaa KuOepiadybuliap canbl 6ip yaKbITTa apThill KeJle/.
ConbIMeH Oipre, akmaparThIK XKyHelepi KOpray TEXHOJOTHSUIAPhIH 3ipiieyMeH XXoHEe €HTri3yMeH aliHasbICaThiH
MaMaH/apIbIH Pesli apTTHI.

Makanajia KOpIOpaTUBTIK JKyiielepaeri ocaJlIbIKTap TalAaHa bl KoHe MaiaantaHyIIbUIapAbH KeKe JepeKTepiH
mmdpriay XxaTTaMmasIapbiH KeTUIIIpY 9icTepi YehIHbUIaAbl. BaraapiamMansk KaMTaMachi3 eTyai o3ipiiey Ke3eHiHae
KOpFay TEeTIKTEPiH eHTi3y TEXHOIOTUsIapblHa ePeKIle Ha3ap ayJapbUIAbL.

Tyiiin ce3aep: CaHIbIK TEXHOIOTUSIIAP, XaKePJIiK Madyblgap, KHOepKayillCi3 ik, KeJli apXUTeKTypachl, KOpra-
HBIC MEXaHU3M/EPI.

METOJIOJIOTUA CHUKEHU A PUCKOB HAPYIIIEHU
KUBEPBE3OITACHOCTHU U SAINUTHI UTH®POPMAIIMU OT KUBEPATAK

Bexkuaos P.N.
BC Pecniyonuku AzepOaiimxkaHn, baky, AzepOaimka,

e-mail: rasimvekilov757 @gmail.com

B Hay4HO#1 cTaTbe McCienyIoTcsl MpoOJeMbl, CBSI3aHHBIE C PUCKaMH HapyILeHUH KUOepOe30MacHOCTH U 3ally-
Tl MHGpOPMAIMU OT KHOepaTak. YUHThIBash pe3Ko B3pociive 00beMbl MH(pOpMaIMY, MepeaaBaeMon 1o CeTsiM,
OIHOBPEMEHHO YBEJIMUMBAETCS KOJIMUYECTBO KHOEpaTak, ¢ LEblo XUIEHHUs Pa3JIMYHOrO pojia CEKPETHON U KOH-
(pupentmansHON nH(pOpMarmu. OTHOBPEMEHHO BO3POCia PO CIENMAINCTOB, 3aHUMAIOIINXCS pa3pabOTKON 1
BHEIPEHUEM TEXHOJIOTHI 3aIIUThl TH(OPMALIIOHHBIX CHUCTEM.
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B cratbe aHaM3UpYIOTCA YA3BUMOCTH B KOPIIOPATHBHBIX CUCTEMaXx M IPeJIaraloTcst METOIbl COBEPIIEHCTBOBA-
HHSI TPOTOKOJIOB MIM(POBAHMUS EPCOHATIBHBIX JAHHBIX NOJIb30BaTenell. Ocodoe BHUMAHKE YASIEHO TEXHOIOIHUSIM
BHEJIPeHMs MEXaHU3MOB 3allIUTHI Ha Tare pa3padoTKU MPOrpaMMHOIO 00ecreyeHusl.

KiroueBble ciioBa: nudpoBbie TEXHOTIOIMH, XaKePCKHE aTakH, KHOepOe30MmacHOCTb, apXUTEKTYpa CETH, MeXa-

HHU3MbI 3alIIUTHI.

Introduction. The development of digital
technologies has led to the emergence of a large
number of digital threats on the Internet. For example,
the theft of users' personal data or hacker attacks
on the company's information systems in order
to disable them. In response to threats, a field
of knowledge has emerged that is engaged in the
development and implementation of technologies to
protect information systems from them - cybersecurity.
Cybersecurity experts study crimes and threats in the
digital environment and develop ways to counter them.
For example, they are looking for vulnerabilities in
corporate systems and improving encryption protocols
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for users' personal data.

Materials and methods. According to the forecasts
of the service Statista.com The global cybersecurity
market will continue to grow and will exceed $650
billion by 2030 Cybersecurity Goals The main goals of
cybersecurity are to ensure the security of networks,
devices and software. The objects of protection against
cyber threats in global networks include, for example,
software and databases of companies, network
architecture, websites and applications, smartphones,
computers, [oT devices like smartwatches and software
for managing them(fig.1).
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Figure 1 - Projected statistics of an increase in cyber threats

According to the forecasts of the service Statista.com
The global cybersecurity market will continue to grow
and will exceed $650 billion by 2030 Cybersecurity
Goals The main goals of cybersecurity are to ensure
the security of networks, devices and software. The
objects of protection against cyber threats in global
networks include, for example, software and databases
of companies, network architecture, websites and
applications, smartphones, computers, [oT devices like
smartwatches and software for managing them [1].

By hacking them, attackers can disable the systems
or steal the data that is stored in them. For example,
user contacts, bank card numbers, and even health

information. The data can be sold or used for theft or
blackmail. For companies, cyberattacks are financial
and reputational losses. Criminals can erase customer
databases or disclose their personal data on the Internet.

They can steal developments and sell them to
competitors, or disable the network architecture
and stop the company's work for several days.
Cybersecurity  specialists implement protection
mechanisms at the software development stage
and constantly analyze potential vulnerabilities of
programs, networks and devices. Protect information
Data stored and transmitted on the Internet must be
protected from unauthorized access. For example, the
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username and password, phone number and address that
the user enters when registering on the site should not
become available to cybercriminals [2]. Any changes
to the data must be authorized by their owner. For
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example, only the user can change the information in
the user's account. And only its administrator can add
or remove information from the company's customer
base. Figure 2 shows the percentage of harmful factors.
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Figure 2 - Percentage of harmful factors

Despite cyber attacks, the data should remain
accessible: the user should not lose access to the
account, and the company's support service should not
lose access to customer contacts from the database.

Detect threats and respond to incidents Incidents
are the actions of cybercriminals that can lead to
a violation of information security or the failure of
information systems. For example, unauthorized access
to databases can reveal confidential information [3].
And a large number of requests to the site exceeding
the network bandwidth will block its operation. Incident
response includes, for example, resetting passwords of
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a suspicious account and restoring a backup copy of the
information system after unauthorized data deletion.

Systems can be subject to cyber threats not only
because of internal vulnerabilities, but also because
of human errors. For example, if an employee of
a company connects to corporate software via a
public Wi-Fi network, his username and password can
be intercepted by intruders. Or if he logs into his
personal email from his work computer and clicks on
a suspicious link in the email, he will expose the system
to the threat of a virus attack. Figure 3 shows methods
for identifying information flows.
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Figure 3 - Methods for identifying information flows
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To reduce the risks of cybersecurity violations by
employees, you need to teach them the basics of
cybersecurity: talk about possible threats, consequences
and ways to avoid them.

How does cybersecurity differ from information
security?

Information security protects data that can be stored
both digitally and on paper. Information security
specialists are fighting against external and internal
threats. For example, they prevent the consequences of
accidental data changes or system malfunctions due to
technical failures [4].

Cybersecurity refers to the protection of digital
information only and mainly from threats from outside
- from Internet networks.

Results and discussions. Information security is a
superset of cybersecurity

In the modern world, digitalization has affected all
industries and social spheres, so it is impossible to
ensure the security of information without protecting
it from cyber threats. Information security and
cybersecurity are interrelated and complement each
other, so in practice the concepts are sometimes used
synonymously. Often in companies, especially in small

ones, both directions are led by one employee [5].

Criteria for assessing the noise immunity of

information systems

Noise immunity is understood as the ability of an
information system to withstand the harmful effects of
interference. As a result of interference, the received
message will differ to some extent from the transmitted
one. Therefore, noise immunity can be characterized
as the degree of compliance of the received message
with the transmitted one at a given interference. When
comparing several systems, one of them will be more
noise-resistant, which, with the same interference,
will provide less difference between received and
transmitted messages.

The effect of noise is that some symbols in the signal
are replaced by others, as a result of which another
signal is received instead of the transmitted signal. The
noise immunity of the communication system can be
most fully characterized by a set of probabilities {Pik}
that when transmitting the i-th signal, the k-th (i, k =
1,2,...,.N) will be received; and if we want to set the
requirements for the noise immunity of the system,
taking into account the value of each of the messages
individually, then setting the entire the {Pik} matrix is
necessary [6].

Figure 4 - Attack trees

However, comparing systems by their {Pik}
matrices (which can be called “stochastic message
transformation matrices”) is associated with a number
of difficulties, and often not necessary: it is enough to

introduce simpler noise immunity characteristics. Such
simple parameters include, for example, the average

probability of an erroneous admission, P ,cree error-
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Modeling of information flows

The process of assessing information security using
information flow modeling will reveal:

» trends in the behavior of the system;
* the occurrence of potential errors;
* the scale of vulnerabilities;

* The extent of the consequences of the probable
threat.

A preliminary assessment of the entire system and
identification of potential risks makes it possible to
effectively make decisions about security measures.

Attack trees or error trees are a structured and
hierarchical way to collect possible threats. The tree
describes a possible attack and its purpose, linking the
attackers' tasks with the purpose of the attack, as well
as possible implementation methods. Attack trees can
be used either in conjunction with other analysis tools,
or as an independent research tool [7].

The peculiarity of attack trees is that the expert builds
a separate attack tree for each software product of the
company. Thus, it turns out a whole chain of threats that
hackers can “climb” to achieve their goal (Fig. 4).

After analyzing and evaluating the company's
information security, specialists will be able to
anticipate the likelihood of a threat and the scale
of possible damage. As a rule, experts refer to the
following data:

 conducted research;

« results of the IB analysis;
* data on previously conducted attacks.
Specialists define two main vectors of work:

1. Eliminate the consequences of the attack, if it is
successful.

2. Acceptance and elaboration of risks.

Conclusions. Based on the results of the conducted
research, we can determine the level of production
costs for eliminating the consequences of cyber threats.
Statistics are collected for several reporting periods.
They reflect real incidents of data leaks, reputational
risks, and the effectiveness of security systems. With
the help of the information collected, we decide on the
actions that need to be taken to ensure an appropriate
level of protection.

When calculating risks, we also pay attention to the
cost of eliminating them. If the elimination of the risk
exceeds the expected losses, we suggest minimizing
possible losses, rather than completely eliminating such
a risk. Such an analysis helps to correctly allocate
budgets to protect your data and avoid unplanned
expenses

Information security analysis and assessment
contribute to raising awareness of the degree of
protection. Work on studying potential risks and
vulnerabilities, as well as actions to minimize them,
can improve the security of an organization's data, its
networks and servers.
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